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PGCIL/R/2019/80114 & i#: 9 October, 2019

Shri Ankit Kumar Lal,
A 89, LGF, Defence Colony, Pin:110024, Delhi
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Email id: cpio.cc@powergrid.co.in



Sub.: Reply of RTI Request received from Shri Ankit Kumar Lal.

Information
Sought:

Please provide a list of the cyberattacks faced by the energy
infrastructure across India in 2018, and if the data are available in
2019, complete with location and date for each event. Each item
should briefly describe the nature of the attack and, where
identifiable, the place of origin (India or foreign country).

Infrastructure will include power plants such as dams, solar and wind
farms, and coal power plants as well as any other plants with a
capacity of more than 7MW. The list should also include discoms
websites, breaches of the commercial billing software used by
discoms, and any other relevant software infrastructure that may
have been targeted by cybercriminals.

Reply

There is no cyber-attack on POWERGRID infrastructure reported
during 2018 and 2019.
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